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Dear Prime Minister,

After the recent worldwide cyberattacks, the World Economic Forum contacted key government
agencies and international organizations, such as INTERPOL, as well as its member
communities. They all acknowledged that global and coordinated action is needed. The World
Economic Forum, with the endersement of its Board of Trustees, will use its trusted public-private
platiorm to create a common effort to promote a more resilient and robust cyberspace.

We will prepare the launch of the Global Cyber Centre with a meeting at the working |evel, which
will take place on 13 ta 14 November 2017 at the Forum's headquarters in Geneva, Switzerland.
We wil have the participation of 100 system-relevant global companies at the meeting.

We would like your government to be part of this Initiative. Please let us know whom you would
like to nominate and we will ‘prmrlde this person with the relevant documentation, Including the list
of participants and the meeting programme.

Yours singerely,

Klaus Schwab

Founder and Executive Chairman Heaq, Global Cyber Centre

Member of the Executive Committee
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COMMITTED TO
IMPROVING THE STATE
Of: THEE WORLD
Invitation to a meeting on the establishment of the World Economic Forum

Global Cyber Centre

Cologny, Switzerland 13 - 14 November
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